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# ABSTRACT

Securing network communication is a crucial step in organizations and institutions, this is also beneficial to home-internet users. Networks are the basic first step for communication between two computers/nodes, the internet is a good example of a network that covers the entire world and enables users connected to the network to relay information between each other.

Network security has been neglected and most people are not aware on the potential consequences brought about by network attacks. The main aspect of network attacks is the fact that the confidentiality, integrity and availability of data is at stake. Users are prone to attacks especially after the COVID-19 pandemic mainly because these attacks have risen up to about 600%. Remote working is also at a major disadvantage due to these cyber-attacks.

This project presents an interface for any user, especially network administrators, a platform where they can monitor their network and perform some analysis tasks that help prevent and detect cyber-attacks on the network.
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